1. **AMAÇ – KAPSAM :**

Firmamız bünyesinde taşınabilir medyaların(USB disk, CD/DVD Rom) sebep olabileceği güvenlik açıklarının giderilmesi, denetim altında tutulması ve bilgi güvenliğinin sağlanması.

1. **SORUMLULAR:**

Bu prosedürün oluşturulmasından Bilgi İşlem uygulanmasında tüm personel sorumludur.

1. **UYGULAMA:**

**Genel Kurallar:**

1. Personel için taşınabilir medya ile bilgi kaynağı olarak nitelendirilebilecek her türlü verinin dışarıdan içeriye veya içerden dışarıya transferi yasaktır
2. Kullanım kısıtlaması mümkün olduğu kadar merkezi olarak yönetilir.
3. Belirtilen kullanım süresi sonunda kullanıma merkezi yönetim modülü üzerinden ilgili medya portu kullanıma kapatır.
4. Taşınabilir medya için dosya transferi yapılmadan tüm medya anti virüs programı ile manuel olarak taranması gerekir.
5. İdari personel için taşınabilir medya kullanımı kontrollü olarak kısıtlamaya tabi değildir.
6. Taşınabilir medya kullanıcılarının anti-virüs yazılımının bilgisayarlarda yüklü ve düzenli çalışıyor olmasından aksi durumlar için Sistem yöneticilerine bilgilendirme yapılmasından sorumludur.
7. Taşınabilir medyalar üzerinde kriptolama yapılmış veya şifrelenmiş formatı bilinmeyen verilerin transferi yasaktır.
8. Kullanılmayan imha edilmesi gereken medyalar teknik birime teslim edilir, Teknik birim tarafından yazılımsal ve donanımsal olarak okunamayacak duruma getirilerek imhası gerçekleştirilir.
9. **İLGİLİ DOKÜMANLAR**